
[TED eNotices2] - Notice published: f3a47756-de70-4f16-bfb1-6ff968a04601-01
Od <ted-enotices2@nomail.ec.europa.eu>

Do <zp@zzozwadowice.pl>

Data 2024-09-06 09:22

Dear buyer,

Your notice:

Title: Dostawa wyposażenia do Szpitalnego Oddziału Ratunkowego ZZOZ w Wadowicach

Procedure ID: 338c2396-73ba-4377-89b1-aa0f2111c4ae

Business ID: f3a47756-de70-4f16-bfb1-6ff968a04601-01

Your internal identifier: ZP.26.1.33.2024

Notice type: Ogłoszenie o zamówieniu lub ogłoszenie o koncesji – tryb standardowy

Dispatch date: 05.09.2024

Preferred publication date: 06.09.2024

Publication number: 537180-2024

Publication date: 06.09.2024

has been published in the Supplement to the Official Journal of the EU (OJ S).

You can see your published notice on the TED website.

For more information about notices status, please see our Help page.

*** Important notice ***

If you have published or will publish the details of the winners of your procurement procedure on TED, please be aware of the fraud method described below. A number of

successful attempts have been reported based on this method or with variations:  

Fraudsters monitor websites where information about awarded contracts is published, such as TED. 

They first contact the supplier. They pretend to be the customer and ask to be forwarded the invoice related to the contract published on TED.

Once they have received the invoice, they contact the customer, pretending to be the supplier. They request that the payment be made to another bank account than the 

one listed on the real invoice, which will be an account controlled by the fraudsters.

The key element in the reported cases is the combined use of real contract information and pressure applied by the perpetrators. 

Given that you are listed on TED as the contact point for your organisation, there is a possibility that you might be targeted by a fraud attempt along the lines described above.

We encourage you to be extra cautious and vigilant, especially if you are asked to make a payment to a supplier using a different bank account than you would have expected. 

If you experience something that you suspect could possibly be a fraud attempt, we recommend that you contact the supplier directly to verify that you are paying the right 

entity. Use an established form of communication with that specific supplier to make sure that you are in contact with the real supplier. 

Please inform your collaborators and any other persons who might be exposed to this fraud method. 

If you find yourself targeted by a fraud attack, please report it to the relevant authorities in your country.  
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