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| --- |
| **Załącznik nr 6 do SWZ** |
| **OŚWIADCZENIE WYKONAWCY**  **w zakresie przestrzegania bezpieczeństwa zasad ochrony danych osobowych** |

**PODMIOT W IMIENIU KTÓREGO SKŁADANE JEST OŚWIADCZENIE:**

|  |  |
| --- | --- |
| Pełna nazwa Wykonawcy |  |
| Adres |  |
| NIP, REGON |  |
| Osoba wyznaczona do reprezentacji Wykonawcy |  |

*Na potrzeby postępowania o udzielenie zamówienia publicznego na* ***„Świadczenie usług telefonicznej rejestracji pacjentów Zamawiającego w celu prowadzenia Profilaktyk Zdrowotnych na potrzeby Zespołu Opieki Zdrowotnej w Bolesławcu”*** *prowadzonego przez Zespół Opieki Zdrowotnej w Bolesławcu oświadczam, że spełniam warunki udziału w postępowaniu w zakresie przestrzegania bezpieczeństwa zasad ochrony danych osobowych, tj:*

1. Brak wydania w ostatnich 12 miesiącach w stosunku do podmiotu prawomocnej decyzji, o której mowa w art. 83 Rozporządzenia 2016/679 (RODO).
2. Podmiot zapewnia: szyfrowanie przesyłania danych osobowych z witryny internetowej do bazy danych poprzez SSL, aktywny firewall na serwerach i urządzeniach użytkowników, bieżące aktualizacje oprogramowania i legalność oprogramowania komputerowego posiadającego licencje, ochrony antywirusowej sieci i urządzeń, wymagania uwierzytelnienia przy użyciu hasła o odpowiednim poziomie złożoności, wymagania zmiany haseł użytkowników co najmniej raz w miesiącu; zapewnienia, że użytkownik nie udostępnia danych do uwierzytelnienia w systemie innym osobom, sporządzanie regularnych kopii zapasowych.
3. Prowadzenie rejestru kategorii czynności przetwarzania, zgodnie z art. 30 ust. 2 RODO.
4. Wyznaczenie Inspektora Ochrony Danych Osobowych lub inną osobę odpowiedzialną za zapewnienie bezpieczeństwa przetwarzania danych osobowych w podmiocie.
5. Podmiot posiada wdrożone mechanizmy wykrycia incydentu z możliwością szybkiego przywrócenia danych i dostępu do nich (w tym przechowywanych na dyskach) zgodnie z art. 32 ust. 1 RODO.
6. Podmiot regularnie przeprowadza analizę ryzyka związanego z przetwarzaniem danych osobowych zgodnie z art. 5 ust. 2 RODO.
7. Podmiot umożliwia uzyskanie dostępu do danych osobowych oraz ich przetwarzania wyłącznie osobom wykonującym operacje na danych osobowych w imieniu podmiotu, które otrzymały pisemne upoważnienie oraz zostały w sposób udokumentowany przeszkolone z zakresu zasad przetwarzania i ochrony danych osobowych, a także podpisały oświadczenie o zachowaniu poufności.
8. Podmiot niezwłocznie wycofuje dostępy do systemów informatycznych i baz danych oraz uprawnienia osobom po zakończeniu stosunku pracy.
9. Podmiot nadaje pracownikom imienne identyfikatory do systemów informatycznych zawierających dane osobowe.
10. Podmiot wprowadził środki kontroli dostępu i zabezpieczenia do pomieszczeń,   
    w których przetwarzane są dane osobowe przez osoby upoważnione.
11. W przypadku, gdy dane osobowe zgromadzone są w formie papierowej przechowanie ich w zamykanych szafach.
12. Podmiot uniemożliwił wykorzystywania do celów służbowych w zakresie przetwarzania danych osobowych urządzeń prywatnych osób z nich korzystających.
13. Procesor zleca wykonywanie ewentualnych prac serwisowych wyłącznie przy stałym monitorowaniu przebiegu przez wyznaczoną i przeszkoloną z zakresu ochrony danych osobę.
14. Procesor regularnie testuje, mierzy i oceniania skuteczności środków technicznych   
    i organizacyjnych mających zapewnić bezpieczeństwo przetwarzania zgodnie z art. 32 ust. 1 RODO.

.*.......................................,*dnia ………….……. r.

*(miejscowość)*

**UWAGA! Dokument należy podpisać kwalifikowanym podpisem elektronicznym, podpisem zaufanym lub podpisem osobistym.**